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For the month of May we are proud to have

raised a total of $285.00 for "Impact for
Women" who support women and children
escaping extreme violence and abuse in

Victoria. We were honoured to be able to raise
funds for such a worthy cause.
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We know the lockdowns in Victoria have

caused a lot of anxiety amongst the
community. We are happy to be re-opened

again and working as normal!
 

We are proud to have partnered with the
Ronald McDonald House as our charity for

the month of June. 
Please see the pages following on the

fundraising opportunity we have going for
June!

If you would like to donate, you can donate
directly from our fundraiser page here:

https://fundraise.rmhc.org.au/mumsonamissi
on/wollermanshacklocklawyers
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Cyber Security
How to Protect Yourself

 

 
 

Our firm has proactive steps in place to protect you and your information from
cyber-attack.  We also need you to take some precautionary steps to ensure the

security of your information.

What we will do:
• Tell you, when required, what our payment details are and we will not change
those details unless we speak to you first; and

• Always authenticate and verify email instructions from you that direct where
money should be sent by speaking to you in person or by telephone. 

What we recommend you do:
• Never respond to an email that could be from us requesting you to deposit money
into a bank account that is different from the account we gave you previously.  You
should immediately contact our office either in person or by telephone and speak to
the person handling your file if you receive an email of this nature.  You should not
respond to this email;

• If you are at all concerned or suspicious about any correspondence that you
receive from us by email, do not action the request.  You should immediately contact
our office either in person or by telephone and speak to the person handling your
file;

• Follow some basic cyber-crime prevention steps which include:
� Keep all software on your computer up to date;
� Change passwords regularly;
� Use different passwords for different devices;
� Keep an eye out for spam emails;
� Do not respond to emails that ask for personal information; and
� Do not click on links in emails from people you don’t know.

We will do our part to ensure your details and personal information are kept safe,
please also do yours.














